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Our Mission

T he Committee for S afe and S ecure E lections features c ross-
partisan experts  in e lec tion administration and law 
enforc ement who aim to support polic ies and practices that 
protec t election workers and voters from violence, threats, 
and intimidation. 

T he Committee also works to build re lationships and trust 
between election offic ials  and law enforcement to better 
equip both to prevent and respond to threats and violence 
against voters and election workers.



Indiana Man Indicted



A N ew Kind of Domestic  V iolence 2022



DHS  2024 T hreat Assessment



5 S teps to S afer E lec tions  



Five 
S teps to 
S afer 
E lec tions



S tep 1 -  Meet
● B ring local partners to the table to              

build relationships
● E xplain the need for security                   

planning to community stakeholder groups
◦ Identify and address concerns

● C onsider whether to engage with other state 
or federal agencies



S tep 2 -  S hare
T he primary goals  of the initial meeting are:

○ S haring history of election worker intimidation                             to 
establish the need for cooperation

○ U nderstanding each other’s  operating environment
○ S haring key details  of election administration (calendar, locations, 

etc .)
○ S haring contact information of liaisons and key staff

• Assign duties accordingly
○ S etting expectations and boundaries, based on framework of law
○ Mapping a path forward
○ Identifying community stakeholder groups that may need to be 

kept informed



S tep 3 -  Agree

• A follow- up meeting should consider:

○ R outine security support for election operations
○ S tatutory duties such as transport of secure materials
○ Other routine security oversight
○ Physical security advice
○ S ecurity Communications
○ R ules of E ngagement, especially where voters are 

present



S tep 4 -  Plan
● Plan for Inc ident R esponse to fac ilitate                                  

smooth operations, no matter what happens:
○ Determine the scope and risk of an incident
○ R espond appropriately
○ T ake protective measures for staff
○ T ake preventive measures to ensure no recurrence of 

disturbance
● Plan cris is  communications to create awareness and to deter 

further inc idents
◦ Identify, in advance, who needs to be notified in the case of an 
incident or emergency – include internal and external 
stakeholders



S tep 5 -  Prac tic e

● Meet regularly to discuss new inc idents,                  
requirements and actions

● Conduct a tabletop exerc ise to role play scenarios and 
establish good habits and identify gaps.

● Practice all aspects of emergency response, inc luding 
communications





L aw E nforcement Pocket Guide T emplates



De- E scalation Posters & Pocket Guides



Podcast



Warning: This video depicts an election official being threatened, as well as an attempt at violence.

http://www.youtube.com/watch?v=xMYF8V5t-L4


Mental Health Matters



T T X Fac il itation 



T T X R un of S how
● As each scenario is  presented, you will be asked to provide a response 

based on six perspectives: law enforcement, your personal security, office 
physical security, communicating with the public/ public  concerns, 
staff/ poll worker communication, shoulda/ woulda/ coulda (how 
preparation might have helped) 

● W e will then go around the room and ask for a read out as to what your 
responses or plan of action would be.

● Our team will provide additional direction as to what may be helpful in 
each scenario.



Questions to consider and 
conversations to have as you 
work through the scenarios 
presented in the next couple 
of hours…



Intelligence and Information S haring

• Do election personnel know where to report inc idents and what information 

is  needed?

• W ho is  compiling information on such inc idents? Do they know names of 

key election personnel?

• W hat type of threat/ harassment information is  actionable? Can non-

actionable information be held to establish a pattern of harassing behavior?

• W hat methods of investigation might help identify those making 

threatening/  harassing calls  or emails?



Preventative S ecurity

• At what point does harassing behavior justify a vis it from law enforcement?

• W ho should staff call? W hat information is  necessary to share with police?

• Does law enforcement know all election locations and have name and 

contact information for election workers?

• W hat public  communications may stifle the appetite for escalation of those 

involved in harassment?

• W hat level of threat justifies a change in the physical presence of law 

enforcement at various election fac ilities?



E mergency R esponse

• How do you assess the threat level of a crowd?

• How do you set the balance between sensibilities of voters, for whom heavy 

law enforcement presence may be alarming, vs. the need to deter disruptive 

activity?

• W hat actions (or requests) would prompt law enforcement entry into a 

polling place? Or activity inside?



W orrisome C alls , E mails  and Activity

S C E NAR IO:  E lection staff receive threatening calls  and emails  at the office which seem c lose to 
the line – comments such as they will “get what they deserve” or “should be careful, because 
people know things.” 

A week later, a caller leaves a voicemail stating that they have been watching staff members as 
they drive home. T he caller says they know where they live, and where their kids go to school. 

R E S PONS E :  E xplain what actions you would take across the following areas of: L aw 
E nforcement, Y our Personal S ecurity, Office Physical S ecurity, C ommunicating with the Public  /  
Public  C oncerns, S taff/ Poll W orker C ommunication, IT , and S houlda/ W oulda/ C oulda  



AI Image and False R eport of Active S hooter

S C E NAR IO: T he local 911 center receives a call stating that they are at a polling location and 
there is  an active shooter present. S imultaneously, an image goes viral over soc ial media 
depicting what appears to be dead and wounded persons at one of the voting locations. It is  
quickly determined that the images and reports are false. Panic  is  quickly spreading through 
the community because of the nature of the reports and images.

R E S PONS E :  E xplain what actions you would take across the following areas of: L aw 
E nforcement, Y our Personal S ecurity, Office Physical S ecurity, C ommunicating with the Public  /  
Public  C oncerns, S taff/ Poll W orker C ommunication, IT , and S houlda/ W oulda/ C oulda  



Mail Inc ident

S C E NAR IO: W hile processing absent voter ballots , it is  discovered that one of the envelopes 
contains an unknown powder substance. (Depending on the size of your jurisdiction, consider 
how the envelopes are opened, who would be present, what might be contaminated.)

R E S PONS E :  E xplain what actions you would take across the following areas of: L aw 
E nforcement, Y our Personal S ecurity, Office Physical S ecurity, C ommunicating with the Public  /  
Public  C oncerns, S taff/ Poll W orker C ommunication, IT , and S houlda/ W oulda/ C oulda  



Insider T hreat

S C E NAR IO: W hen conducting an inventory of the election equipment, it is  discovered that a 
tabulator is  missing. 

R E S PONS E :  E xplain what actions you would take across the following areas of: L aw 
E nforcement, Y our Personal S ecurity, Office Physical S ecurity, C ommunicating with the Public  /  
Public  C oncerns, S taff/ Poll W orker C ommunication, IT , and S houlda/ W oulda/ C oulda  



V oter Intimidation

S C E NAR IO: A group of individuals  who appear to be armed are carrying out surveillance of 
ballot boxes. Members of the group are following voters (some are breaching the 100 ft line for 
electioneering), speaking to and yelling at them. T he groups are sharing and posting 
information, as well as photos and videos of voters.

A growing number of voters are reporting that they do not feel safe voting early because of the 
group’s behavior.

R E S PONS E :  E xplain what actions you would take across the following areas of: L aw 
E nforcement, Y our Personal S ecurity, Office Physical S ecurity, C ommunicating with the Public  /  
Public  C oncerns, S taff/ Poll W orker C ommunication, IT , and S houlda/ W oulda/ C oulda  



S pecific  T hreat to E lection Offic ial

S C E NAR IO: A social media post is  discovered a couple of days before the election that makes 
a very specific  threat to the life of an election offic ial, additionally the threat inc ludes language 
that they intend to do physical and sexual harm to the election offic ial’s  children.

R E S PONS E :  E xplain what actions you would take across the following areas of: L aw 
E nforcement, Y our Personal S ecurity, Office Physical S ecurity, C ommunicating with the Public  /  
Public  C oncerns, S taff/ Poll W orker C ommunication, IT , and S houlda/ W oulda/ C oulda  



Disruption in a Polling Place on E lection Day

S C E NAR IO: T wo individuals  enter a polling place with their cellphones out and ready to take 
video. T hey tell people in line that the machines are rigged and ask for a reaction.  Poll workers 
ask them to leave but they do not.  T hey begin taking video of voters marking and submitting 
their ballots , so they can “use the video as evidence to help prove the allegations that the 
machines are rigged.”

R E S PONS E :  E xplain what actions you would take across the following areas of: L aw 
E nforcement, Y our Personal S ecurity, Office Physical S ecurity, C ommunicating with the Public  /  
Public  C oncerns, S taff/ Poll W orker C ommunication, IT , and S houlda/ W oulda/ C oulda  



Day After E lection Day Incident

S C E NAR IO: A highly controversial candidate wins their race by less than 20 votes. A protest 
erupts outside of the county fac ility. T he crowd grows larger as the news of the candidate’s  win 
spreads. S upporters of the candidate also show up with signs and banners with the candidate’s  
photo and name on them. T ensions rise and several members of the crowd start getting 
physical with each other. T his  escalates into chaos and the crowd becomes violent and 
destructive to the county property.

R E S PONS E :  E xplain what actions you would take across the following areas of: L aw 
E nforcement, Y our Personal S ecurity, Office Physical S ecurity, C ommunicating with the Public  /  
Public  C oncerns, S taff/ Poll W orker C ommunication, IT , and S houlda/ W oulda/ C oulda  



C yber E vent

S C E NAR IO: Y ou discover that an unauthorized user illegally accessed files on a shared drive on 
your network. T his  criminal cyberattack has exposed the personally identifiable information of 
several thousands of voters in the county. T he unauthorized user appears to have illegally 
accessed and copied the information primarily from files used to conduct voter registration list 
maintenance.

R E S PONS E :  E xplain what actions you would take across the following areas of: L aw 
E nforcement, Y our Personal S ecurity, Office Physical S ecurity, C ommunicating with the Public  /  
Public  C oncerns, S taff/ Poll W orker C ommunication, IT , and S houlda/ W oulda/ C oulda  



DOJ , FB I, and E I- IS AC

T he Department of J ustice needs the public ’s  assistance in remaining vigilant and reporting 
suspected threats or acts of violence against election workers. T o contact the DOJ  T ask Force, 
email Aaron J ennen, T rial Attorney- E lection C ommunity L iaison, at Aaron.J ennen2@ usdoj.gov.

C ontact the FB I at 1- 800- C AL L - FB I (225- 5324) to report suspected threats or violent acts . Y ou also 
may file an online complaint at: tips .fbi.gov. C omplaints submitted will be reviewed by the task 
force and referred for investigation or response accordingly. If someone is  in imminent danger or 
at risk of harm, contact 911 or your local police immediately.

T he E I- IS AC ®  is  a community of dedicated election offic ials  and cybersecurity professionals  
working side- by- side to ensure the integrity of elections among U .S . S tate, L ocal, T ribal, and 
T erritorial (S L T T ) governments: https :/ / learn.c isec urity.org



Questions?
sheriffJ ustin.S mith@ safeelec tions.org

tina@ elec tionsgroup.c om

mailto:sheriffJustin.Smith@safeelections.org


safeelections.org
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